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Open Science Needs Reliable Home for Data 

•Dark Data 
•Only 12% of data described in published 
papers is in recognized repositories. 1 

•Data Repositories 
•Only 20% of 328 biomedical data 
repositories in the survey are still alive or 
rebranded after 18 years. 2 

 

1. http://www.ncbi.nlm.nih.gov/pubmed/26207759 
2. http://journal.embnet.org/index.php/embnetjournal/article/view/803/1209 

 Elixir Core Data Repository Criteria 

http://www.ncbi.nlm.nih.gov/pubmed/26207759
http://journal.embnet.org/index.php/embnetjournal/article/view/803/1209
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Motivation of TRUST Principles 

• Draw attention to the role of the repository in data life-cycle 
• Develop concise and measurable approaches to achieve 

Trustworthiness of Digital Repositories (TDR) for long-term 
preservation and a sustainable operation 

• Not to replace any standards, criteria, or best practices   
• Provide a high-level starting point for advocating, supporting 

and implementing all certifications and assessments – a 
messenger 
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The TRUST Principles 

• T - Transparency is achieved by providing publicly accessible 
evidence of the services that a repository does and does not 
offer.  

• R - Responsibility is a commitment to provide reliable data 
services. 

• U - User community is a commitment to implement and 
enforce the standards and norm of the user community.   

• S - Sustainability is the capability to support long-term data 
preservation and use.  

• T - Technology is the infrastructure and capabilities to 
support the repository operations. 
 
 TRUST principles White Paper V0.02 http://bit.ly/trustprinciples 



T – Transparency 

Transparency is achieved by providing publicly 
accessible evidence of the services that a repository 
can and can not offer.  

 
Key concepts 
■Clear mission statement 

■ Policy and governance 
■ Specific claims of capability 

 
 

 
 



R - Responsibility 

Responsibility is a commitment to provide high quality 
technical data services. 
 

Key concepts 
■ Responsibility is shared (data producers, institutions, funders, 

repositories, publishers, and data users).  
■ Process and workflow documentations to ensure data and 

service quality.   

■ Guidance to content deposition and prospective users 
  

 

 
 



U – User Community 

User community is a commitment to implement and 
enforce the standards and norm of the user community 
 
 

■ Key user base – designated community 
■ Monitoring need changes overtime  
■ Enforcement of community norms and standards 

 
 

 
 

Key concepts 



S – Sustainability 

Sustainability is the capability to support long-term data 
preservation and use.  

 

■ Plans for risk mitigation, business opportunity, disaster 
discovery and succession.  

■ Plans for long-term data preservation  
■ Credible contingency plans supported by public evidence such 

as certifications.  

 
 

 
 

Key concepts 



T – Technology 

Technology is the infrastructure and capabilities to 
support the repository operations. 

 
■ Infrastructure refers to the collection of people, processes, and 

technologies 

■ Hardware, software technologies, and cybersecurity measures 
adequate to the requirements of a robust, stable, and secure 
operation 

 
 

 
 

Key concepts 



Road Map 

• Mappings of the TRUST principles to a range of relevant standards, 
criteria, and practices. Such as: 

•  OAIS (ISO14721) 
• ISO16363 
• CoreTrustSeal 
• Criteria for Elixir Core Data Resources 
• ……. 

• Write a formal publication 
•  Solicit endorsements 

 



Questions/Discussions 

•  Does principles apply or not to your domain? 
•  Are any key principles missing? 
•  What information need to make the principle 

endorsable? 
 



Functional Relationship of TRUST and FAIR 
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